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Common Practice for
Subnetting TCP/IP
Address Space

This practice serves many
purposes:

■ It does not use regis-
tered IP space for wire-
less devices; which
typically do not include
servers.

■ It enables the organiza-
tion to subnet the
address space without
any restrictions.

■ It allows for easy iden-
tification of WLAN
traffic on the network
because it is not
sharing address space
with the wired net-
work.
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Phase Modulation

The following modulation
techniques are used in
Cisco Aironet radios:

■ Binary Phase Shift
Keying (BPSK)

■ Quadrature Phase Shift
Keying (QPSK)

■ Complimentary Code
Keying (CCK)
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Answers to Your
Frequently Asked
Questions

Q: How far can a wireless
client communicate to
an Access Point (AP)?

A: Client adapters can
support 11 Mbps at a
range of 400 feet
(120m) in open envi-
ronments and 100 feet
(30m) in typical closed/
indoor environments.
Client adapter can sup-
port 1 Mbps at a range
of up to 1,500 feet
(460m) in open envi-
ronments and 300 feet
(90m) in closed/indoor
environments.
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Calculating the Fresnel
Zone

A bit of mathematics is
required to calculate the
size of the Fresnel zone
radius at its widest point
(midpoint radius). The
following formula will
allow you to calculate the
radius in feet of the
widest point in your
Fresnel zone:

Fresnel Zone Radius
Formula

R = 72.1 √ d1d2

FGHz (d1 + d2)
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modes:
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