Chapter 1

Introducing PGP
for Personal Privacy

Welcome to PGP! With PGP for Personal Privacy, you can easily and
securely protect the privacy of your email messages and file
attachments by encrypting them so that only the intended recipients
can read them. You can also digitally sign messages and files, which
ensures their authenticity. A signed messages verifies that the
information in it has not been tampered with in any way.

What's new in PGP Version 5.5

PGP Version 5.5 includes these new features:

= You can create recipient groups, in which you select a group of people’s
keys and encrypt mail to all of them simultaneously.

= New key server integration capabilities that you can use to
automatically store, search, and synchronize keys.

= A new Key Search Window that you can use to locate keys on remote

servers with the same user interface that you use to search your keyring.

< New PGPtools that you can use to encrypt, sign, decrypt, verify, or wipe
files from the Windows Explorer.

= A PGP Wipe feature that overwrites files so that they cannot be
recovered with software tools
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