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Tthink of your computer’s
hard drive as an online
“wallet” that can contain
the following: 

■ Computer login
accounts

■ Screen names

■ Electronic commerce
account numbers
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■ Computer and domain
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■ Computer IP addresses
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Manager on systems 
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XP/NT/2000.
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If you receive SPAM, check
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provide a method to be
removed from their
mailing list.  Look into
software or services
provided by your Internet
Service Provider to have e-
mail flagged and/or
deleted before reaching
your inbox.

Disable cookies to prevent
information from being
sent to Web sites.
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SafeKids Kid’s Pledge 

1. I will not give out
personal information,
such as my address,
telephone number,
parents’ work
address/telephone
number, or the name
and location of my
school without my
parents’ permission.

2. I will tell my parents
right away if I come
across any information
that makes me feel
uncomfortable. 

3. I will never agree to
get together with
someone I “meet”
online without first
checking with my
parents. 

4. I will never send a
person my picture or
anything else without
first checking with my
parents. 

5. I will not respond to
any messages that are
mean or in any way
make me feel
uncomfortable.

6. I will talk with my
parents so that we can
set up rules for going
online. 

7. I will not give out my
Internet password to
anyone (even my best
friends) other than my
parents.

8. I will be a good online
citizen and not do
anything that hurts
other people or is
against the law.
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Q: I keep getting these
embarrassing pop-up
ads on my computer
for things like viagra
and pornographic
sites, but I’ve never
visited anything like
that on the Web! Does
this mean someone
else is using my
computer?

A: No. What it means is
that you’ve visited
some fairly innocuous
Web site that has set a
cookie or installed
some spyware on your
computer that is
displaying those ads. If
that’s the case, you
should follow the
instructions in Chapter
4 for deleting cookies
and temporary files
from your computer,
and blocking ad-ware.
You might have
installed some
software that contains
spyware within it. It’s
easy to do if you
download software
from the Internet
frequently. If this is the
case, the pop-up ads
won’t go away until
you remove the
spyware from your
computer.
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NOTE

Most browsers have an
option that allows you
to enter your personal
information profile. A
form typically asks for
the kind of information
you’d put on a business
card. The browser can
then insert the informa-
tion into Web forms, e-
mails, or news postings
without having to
retype it. This feature
makes life easier, cer-
tainly, but it also stores
private information you
might not want to be
viewable by everyone.
There is a small risk
that the information
might be shared with
the wrong service, your
computer could be
stolen, or the informa-
tion could otherwise be
obtained without your
knowledge. 
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