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Q: Will I have to learn
different programming
if i-Mode comes to the
United States?

A: i-Mode uses a subset
of HTML called
Compact HTML
(cHTML). Anyone
familiar with HTML
should have no
problem learning this.
However, there are
signs that the industry
may move towards
XHTML as the
preferred markup
language for these
devices.
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The <postfield> element
specifies a name and value
pair that will be sent to
the server as part of a URL
request. The following are
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field.
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WMLScript supports five
built-in data types:

■ Integer

■ Floating Point

■ String

■ Boolean

■ Invalid
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Some of the more
common mistakes made
by Webmasters include:

■ Wasting bandwidth

■ Forgetting task-based
design

■ Providing too many
options or too much
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instead of plain
language

159_wg_wi_TOC  10/23/01  3:08 PM  Page xx



Contents xxi

Stacking a Deck of Cards 304
Parceling Navigation and Content 305
Utilizing WML Variables 314

Examining Display Differences Between
Browsers 320

UP.Browser Interpretation 323
Nokia Interpretation 325
4thPass Kbrowser Interpretation 327

Directory.wml Example 328
Directory2.wml Example 329

Summary 332
Solutions Fast Track 333
Frequently Asked Questions 334

Chapter 8 Wireless Enabling Your 
Big Bandwidth Site 337

Introduction 338
Defining WAP MIME Types  338

Selecting which MIME Types to Add 339
Adding MIME Types to Your Server

Configuration 340
Configuring the Apache Web Server 341
Adding MIME Types to Microsoft IIS 343

Detecting WAP Devices  344
Parsing Header Information 344

HTTP_USER_AGENT 345
HTTP_ACCEPT 349
Reading Other Environmental Variables 350

Redirecting Your Users to Static Content 352
Redirecting Users in PHP 353
Redirecting Users in Perl 353

Optimizing Content Distribution  356
Choosing Mobile Content 357
Convert or Redevelop? 357

Delivering Wireless Data  359
Making Your Applications Accessible 360

Implementing Wireless Graphics  362

Choosing Mobile
Content

One of the first steps to
building any site is
choosing what content to
display on the site. The
primary questions that
arise in adapting a large
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Internet are:

1. What content/services
might our users want
to access while they
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2. What limitations are
there to the existing
mobile interfaces that
we must consider?
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