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Foreword By Whitfield Diffie
The literature of cryptography has a curious history. Secrecy, of course, has always played a central 
role, but until the First World War, important developments appeared in print in a more or less 
timely fashion and the field moved forward in much the same way as other specialized disciplines. As 
late as 1918, one of the most influential cryptanalytic papers of the twentieth century, William F. 
Friedman’s monograph The Index of Coincidence and Its Applications in Cryptography, appeared as a 




